This privacy policy (“Policy”) describes how Pakochi, Inc., a Delaware corporation, and its related companies (“Corporation” or “We”) collect, use, maintain, protect and share personal information of users of the Pakochi (“the “App”). The Policy applies only to information we collect in this App and in email, text, and other electronic communications sent through or in connection with this App. The Policy DOES NOT apply to information that we collect offline or in any other Corporation apps or websites, including websites you may access through this App or information you provide to or is collected by any third party.

Please read this Policy carefully to understand our policies and practices regarding your information and how we will treat it. If you do not agree with our policies and practices, your choice is not to use our App. By accessing or using this App, you agree to this Policy. This Policy may change from time to time (see Changes to This Policy). Your continued use of this App after we make changes is deemed to be acceptance of those changes, so please check the Policy periodically for updates.

CHILDREN UNDER THE AGE OF 13

The App is not intended for children under 13 years of age, and we do not knowingly collect personal information from children under 13. If we learn we have collected or received personal information from a child under 13 without verification of parental consent, we will delete that information. If you believe we might have any information from or about a child under 13, please contact us using the contact information provided below.

WHAT WE COLLECT

We collect information from and about users of our App directly from you when you provide it to us and automatically when you use the App.

Information You Give Us. When you download, register with, or use this App, we may ask you to provide information by which you may be personally identified, such as name, email address, phone number, and username.

This information includes:

- Information that you provide by filling in forms in the App, including information provided at the time of registering to use the App. We may also ask you for information when you report a problem with the App.
- Records and copies of your correspondence (including email address and phone numbers), if you contact us.
- Any photograph or image that you provide us for your profile or your group’s profile.
- Your responses to surveys that we might ask you to complete for research purposes.
• Any optional information that you provide to us after registering to use the App, including your biographic information, social networking site ("SNS") accounts, and additional email addresses.

You may provide information to be published or displayed ("Posted") on public areas of websites you access through the App (collectively, “User Contributions”). Your User Contributions are posted and transmitted to others at your own risk. Although you may set certain privacy settings for such information by logging into your account profile, please be aware that no security measures are perfect or impenetrable. Additionally, we cannot control the actions of third parties with whom you may choose to share your User Contributions. Therefore, we cannot and do not guarantee that your User Contributions will not be viewed by unauthorized persons.

Information We Get From Others. The use of some features of the App requires access to information gathered by third parties. When you download, access, and use the App, it may use technology to automatically collect from third parties:

• **Username.** When you input your Facebook, Instagram, Twitter and/or Snapchat account information into the App, Corporation may collect, receive and/or store your username or handle from the relevant third parties.

• **Full Name.** When you register with the App, Corporation may collect or receive your first and last names from Google.

• **URL.** When the App is in use, Corporation may collect or receive URLs to your Google profile picture and Facebook profile picture.

• **Account Identifier.** When the App is in use, Corporation may collect or receive your account identifiers from Facebook and/or other related third parties.

• **Email Address and Authorization Token.** When the App is in use, Corporation may collect or receive your email address and/or authorization tokens from Google to interact with Google services.

Information Automatically Collected and Tracking. When you download, access, and use the App, it may use technology to automatically collect:

• **Usage Details.** When you access and use the App, we may automatically collect certain details of your access to and use of the App, including traffic data, timestamps, logs, and other communication data and the resources that you access and use on or through the App.

• **Device Information.** We may collect information about your mobile device and internet connection, including the device’s unique device identifier, version number, boolean, RAM, disk space, IP address, operating system, browser type, and mobile network information.

• **Stored Information and Files.** The App also may access metadata and other information associated with other files stored on your device. This may include, for example, personal contacts and address book information.
USE OF PERSONAL INFORMATION

We use information that we collect about you, that you provide to us, or that is provided to us about you by third parties, to:

- Provide you with the App and its contents, and any other information, products, or services that you request from us.
- Operate, maintain, and improve the App.
- Respond to comments and questions and provide customer service.
- Send information including confirmations, technical notices, updates, security alerts, and support and administrative messages.
- Carry out our obligations and enforce our rights arising from any contracts entered into between you and us.
- Link to or combine user information with other personal information
- Protect, investigate, and deter against fraudulent, unauthorized, or illegal activity.
- Provide and deliver products and services customers request.

SHARING OF PERSONAL INFORMATION

We may disclose or share aggregated and/or anonymized information about our users without restriction.

We may disclose or share personal information that we collect, you provide, or is provided to us by third parties:

- With your consent or to fulfill the purpose for which you provided it.
- When we do a business deal, or negotiate a business deal, involving the sale or transfer of all or part of our business or assets. These deals can include any merger, financing, acquisition, or bankruptcy transaction or proceeding.
- For legal, protection, and safety purposes.
  - We may share information to comply with laws or any court order from the government or regulatory bodies.
  - We may share information to respond to lawful requests and legal processes.
  - We may share information to protect the rights and property of Corporation, our agents, customers, and others. This includes enforcing our agreements, policies, and terms of use.
  - We may share information in an emergency. This includes protecting the safety of our employees and agents, our customers, or any person.
- For data collection, storage, analysis and debugging purposes.
- With those who need it to do work for us, including contractors and service providers, who are bound by contractual obligations to keep personal information confidential and use it only for the purposes for which we disclose it to them.

The Corporation is not liable for how third parties utilize or protect your data. If a third party stores your data insecurely resulting in a breach of your personal information, the Corporation is not liable.

YOUR CALIFORNIA PRIVACY RIGHTS
California Civil Code Section §1798.83 permits users of our Site that are California residents to request certain information regarding our disclosure of personal information to third parties for their direct marketing purposes. To make such a request, please send an email to hey@pakochi.com.

**INFORMATION CHOICES AND CHANGES**

At any time a user may “opt-out” of publicly sharing his or her personal information such as email address and phone number within the App. A user may also manage, update or remove his or her personal information such as SNS information from his or her App profile. At this moment, a user cannot deactivate or delete his or her account on his or her own. Please send your account deactivation request to our Contact Information below.

**DATA SECURITY**

We have implemented measures designed to secure your information from accidental loss and from unauthorized access, use, alteration, and disclosure. However, the safety and security of your information also depends on you. Where we have given you (or where you have chosen) a password for access to certain parts of our App, you are personally responsible for keeping this password confidential. We ask you not to share your password with anyone.

Unfortunately, the transmission of information via the internet and mobile platforms is not completely secure. Although we do our best to protect your personal information, we cannot guarantee the security of your information transmitted through our App. Any transmission of personal information is at your own risk. We are not responsible for circumvention of any privacy settings or security measures we provide.

**CONTACT INFORMATION**

To ask questions or comment about this Policy and our privacy practices, contact us at:

hey@pakochi.com

**COPYRIGHT INFRINGEMENT**

If you believe that any User Contributions violate your copyright, please send a notice of copyright infringement to our Contact Information.

**CHANGES TO THIS POLICY**

We may change this Policy. If we make any changes to how we treat our users’ personal information, we will post the new Policy on this page with a notice that the Policy has been updated and notify you by an in-App alert the first time you use the App after we make the change.